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which of the two rounds do we really need broadcast in?

Dishonest majority Honest majority 

PKI
[CGZ20]

[DMRSY21]

No PKI [DRSY23]Assumes Synchronous Channels

PKI: public key infrastructure
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Honest parties never know whether…

- message was never sent, or 

- It was delayed
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(td,tm)-asyncP2P, BC: Constructions

• Using tools from previous papers 

• Variants of one-or-nothing secret sharing

• Do not support all values of td,tm


• New constructions from indistinguishability obfuscation

• New primitive: puncturable sender-public key encryption

• Inefficient / unrealistic building blocks



Summary

• Our contributions:

• New notion of (td,tm)-asynchrony

• Impossibility results

• Constructions


